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Executive Summary

Thank you for your interest iDefendX Software Mobility VFM, hereafter referred to as

DefendX MobilityFM The latest addition to th®efendXSoftware® product portfolio,

DefendX Mobility VFMnables employees to tier files; users can select from a predefined set

of criteria such as file size, age of lastems; or other criteria (Righitf A O] 51 G a2@SYS)
and organizations can also establish policies that automatically tier files as users reach their

storage limits (Evesd NA @Sy 51 G a2@SYSyidunoaod . 20K YSiK2Ra
storage and operatig costs and to expedite backups

DefendX Mobility VFNMhakes it much easier for customers to control costs and consolidate
data so that it can be searched and leveraged as neddefindXSoftware continues its
innovation in filebased storage managemewith the ultimate objective of helping customers
reduce storage capital and operating costs.

System Overview

Your goal is to categorize your data, properly manage it, and move the right data to the most
appropriate storage tier to reduce costs, addresmpliance issues, and perform electronic
discovery. However, most archival solutions require expensive, repeated scans of the entire
file system. Even worse, large, infrequently used files can reside in your primary storage for
months! DefendX Mobility VI allows for flexibility in your approach to data migration with
automated policydriven movement, manual user driven movement, or a combination of both.
You decide what is best for your organizatibefendX Mobility VFMedefines the economics

of data mavement by being eventand policy driven in real time, rather than requiring

repeated scans of the entire file system, thus greatly helping to reduce stoedafed costs.

Browser Settings
You need to have the "Allow Active Scripting" under

Properties>SecurityLocallntranetCustomSecurityenabled. This may require you to add the
DefendX Mobility VFM Admaerver to your local intranet sites. If this optiordisabledthen
the DefendX Mobility VFM Admagite's lefthand main menu will not be able #xpand.
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DefendXMobility VFMHomePage

The Home menu provides a quick view into the current status ofetmaronment and
statistics on the operation of theoftware.

Enterprise Assessment

The enterprise assessment section provides a quick view into the capacity that can be tiered in

the environment. This is a result of the assessments for all primary servers that were

configured in the environment. The Assessment report provides viefile aiging by either

! O0OSaaSR 51 GS¢ 2NJ da2RAFTASR 510S¢ 2F GKS TFAf
placed into date range buckets to allow for easy identification of how much capacity can be

archived from the environment. The assessmeitiget also has a dropdown menu that

allows for tallying all the files that are identified as happening after a specific time period.

Enterprise Assessmaent

Modified Date  Accessed Date

2 Yoars 5 > 7 Years
237GB 177.05 MB

A5 K Files

Storage 1590 TB Fies5.61M Starage Savngs Tienng Files Older than | 2 Yeers ' 21.66 GB [1.33%) 11552 & Hle

Tiering Statistics

The Tiering statistics widget provides a view into the archiving activity of the software. The
tieringstatisticscan be viewed aBaily activity for the past seven days or Monthly activity for
the past six months. Both views provide the same tabular data which gives statistics for the
number of tiering requests, the number of tiered files and tb&t Tiered size. It also provides
a graphical view of the activity over the time period for the number of tiering requests,
number of files tiered, primary storage savings, and tiering rate.
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Tiering Statistics

Dally Activity  Monathly Activity

Tiering Reguests Request Count ;

Auto-Recall Statistics

The autoerecall statistics give aeiv of theactivity around auterecalls. Auterecalls are files

that have been rehydrated back to a primary storage device during normal user operations
such as doublelicking a file. The autcall statistics gives an overview of all avéeall

statigics grouped by daily, monthly, and-#ithe activity. Each of these tabs presents the
number of requests per protocol (SMB or NFS) and a combined total. The tabs also provide
statistics on successful and failed requests as well as a total capacityabatto recalled

Finally the widget provides a list of the top five users auto recalling files viewed by number of
requests and capacity recalled.

Auto-Recall Statistics

Dlly Activity Mooty Activity  All Time Activity
Within the Last 7 Day:

Total Raquusts

Avount Becalied
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DefendX MobilityVFMAlerts Page

The DefendX¥obility VFMAdminhad  y Sé a! f SNI atbatpiollideya Ay (G KS (0 NJ
centralized repository of alerts from the system displayed in a tatl&erts will be retained in

this table for 90 days, by defaulthis can be controlled wiih the DefendX Mobility VFM

Admind éb.config setting.

<add key="MaxDaysToKeepAlerts" value="90"/>

The Alerts table displays the date and time, type, DefendX VFM component generating the
alert, the location or server where it occurred, and the message of the alert.

Alerts [

Alerts

Mert Dtz = | et Ve | Sl | ocatien | Moasae
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DefendXMobility VFMStatus Pages

The status pages provide details around the operational and activity status of the application
components.

Primary Storage Status

This page displays the status of y@efendX Mobility VFMask Servarand Core Tiering
Engine (CTE) status

To view the primary file server status, clRkmary File Severs Statusder theStatusin the
left-hand main menu. ThBrimary File Server Statysage is displayed.

The page shows the name of the server and the status (whether it is idle or ax@cut
TheTask Servestatus states include:

A ddle¢ ¢ TheTask Servichas no requests to process. The Last Update date will be
updated every 5 minutes so that there is an indicatiowbiether the Task Service
is in a normal operating state.

A ¢Executing ¢ TheTask Servicis currently executing a request. When the request is
complete, its results can be viewed on the completed page.

A ¢Disabled ¢ TheTask Servicg At £ y2 2y 3ISNI I OOSiidiary G A SNJ N
{ SNIDS NA ¢ -enabledtS G2 NB

A 6Stopped ¢ TheTask Servicis currentlystopped

The CTE Status states include:

& L RGASHE scan is not running.

Gt Sy R HEscan has been manually initiated and will start executing within 5
minutes.

& 9 E S O dz GQT¥ Jcén is currently running.

4 9 ESOdzii A y 3 ¢ch GTE Assasifrfenf scan is currently running.

G5 A & @TheSAHE engine has been installed lmainsing has not been enabled
for the primary server. Refer to the Primary Server details page.

Gb2i L ycdlielCTHEeBgié has not been installed oriTésk Server

Gt I dzZa SR RdzS (2 ¢qQuiSitkofihdugs\bitoperatios. dzNE £

Do Po o o o I Ix
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The CTlast tier scan displays the date of when the CTE engine last scanned the primary
server.

The CTE last sync scan displays the date of when the CTE engine last synchronized stubs on the
primary server.

Secondary Storage Status

The secondary storage status pagsptthys all the configured secondary stores and related
deletion statistics for theorresponding secondary store.

Secondary Storage Status

Sare Neme  Gaove Tyme Deftion Schmiule  Osletion S5a1  Deletion States  Last Defetion Stact  Last Detation Dusation {Mine)  Lant Debation Count  Lagt Defetion Siee  Lant Dedntion Resitt

The table provides the name and type of each secondary store. For each store, it will outline if
there is a deletion schedule configuretigtnext start time of the deletion schedule, the
current status of the schedule, and the last time the schedule was started.

TheDeletionStatus states include:

A & L RfAS8dletionis not running.

A &t Sy R@A/dBlétion jobhas been initiated and will start executing within 5
minutes.

A & 9 E S O dz delgtidréjobis currently running.

The table also provides statistic on the ldstetion job that was run including the time to
complete, the number of objects deleted, thatal size of objects deleted and the results of
the deletion.

Domain Storage Status

DefendX Mobility VFM has the ability to scan additional domain attributes to enhance the
meta-data collected for the files tiered. The software stores medsa related to the file both
in the databasendwith the objects on the secondary store. Witketdomain agent,
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additional domain attributes can be collected for the owner of the files and stored with the
meta-data.

The domain storage status page displays all the configured domains and related statistics for
the domain

Domain Storage Status

Commn Meme Tyes Dok Serenr  Bok Secoier Statwn  Tesk Serviem Lot Updete  Scoe Shebr  Lant Sumervedd  Lant Scan Dueatien Odbed  Lant Scan Comnt  OCUsed  Lant Seen Sonddl  Soen Schedule

" WK Mie FOIVOE/26 05613 AM " Q Kot etwmbipend

b 164 emen

The table provides the doain name and type of directory service that was scanned. For each
domain, the tableshowsthe Task Servicthat was used to scarthe current Task Service
status the timestamp of the last update from thigask Servicand the domain scan status.

TheDomain Scarstatus states include:

A & L REASGEmain scaris not running.

A &t Sy R@A/MEmMain scanhas been initiated and will start executing within 5
minutes.

A & 9 E S O dAidonfath&caris currently running.

A &' LRI G ApABlontain $can hasompleted,and the data is being uploaded to
the database.

A & { U 2 LdDSeRIémairagentservice is currently stopped.

The table also provides statistic on the lasanjob that was run including the time to
complete, the number of objectscannedwhat domain controller was scanned, the scan
results, as well as the schedule (if any) assigned to the domain.

On-Demand Status

This page displays all the pending requests that have been submitted by thedRagkhData
Movement (RCDM) applicatipthe EventDriven Data Movement (EDDM) applicatioine
Recovery Portal or the Access Parfidiere are three types of requests, Tier, Recall, and
Recover. Each request is assigned an ID for which you can drill into and view additional
information. Requests are alstamped with the time it was submitted along with the primary

z DerenDX Copyright © 2@0 DefendXSoftware 11
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server the request was issued for. Pending requests can also be placed on hold until released
and they can be removed.

Queued Requests
To view queued requests, perform the following steps:

1. Under Statusin the lefthand main menu, clickn-Demand StatusQueued Requests
TheQueued Requestpage is displayed.

Queued Requests

Note Reter 10 the on the Frimary Starage Status page, for addr

Select Batch 1D Request ID Request Type Request Time

2. To view the details of the request, click the link for the request ID. This will show the
details of the request: the request ID, who submitted it, when it was submitted, the UNC
path of the file, the file name, the file size, and the file owner.

NOTEIf the request type was to tier or recall specific files, then those file names, sizes, and
owners will appear. If the request type was to tier or recall a folder, then the file grid wiill
not appeatr.

Request Detail

Request Id 6133
! D Tier Spedific Flle(s)
W2KI16DCO\Administrator
itted: 2020/07/01 O8:16:44 PM
\\25-W2K16\Share1

File Size (KB)

NOTES:

A Queuedrequests are sitting in a queue waiting to be serviced. Pen
items will get processed in a sequential order.

A Onhold (Manual) means the item was placed on hold manuailly,, by
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using the Hold button. Items that are manually held will not
procesed until the administrator releases the hold on the item.

A Onhold (Network) means the item was placed on hold byTask
Servicedue to a network issue while trying to tier or recall an ite
When the network issue is resolved then these held items
automatically be released by thEask Service

It is possible to place network held items on manual hold by selecting the iten
and pressing the hold button. When doing this then those items will be held u
manually released.

3. To move an item from queued to érold, or to release an item from hold, simply check
the Selectcolumn and then click either thelold or Release Holdutton. Administrators
can put tiering requests on hold, release the hold, or delete the requests.

Queued Requests

Select BatchID  RequestiD  Request Type  Request Time Task Server  Status * Alert  Source Path

2020y07/01 082204 PM W2K Pending W25-W2K16\Share!

v 37 L Tier Flles

Completed Requests

This page displayalthe most recent completed requests. The number of completed requests
that will be displayed is 250 by default. This number is controlled by the
MaxCompletedRequestsToDisplayue found in the web.config file. Bijaking the Batch ID,

you can drill into and view the results of the request.

To view completed requests, perform the following steps:

1. Under Status in the lefthand main menu, clickOnDemand StatusCompleted
Requests TheCompleted Requestpage is dislayed.

Completed Requests

Batch D ~ Batch Statws  Requast Type  Secondary Group  Primary Server  Prinsary Share  Tagk Server  Submitted By

mpleted rer b i oret 25 WK 16 hare! 25-WKTh W2K DO Admwnstratoc  2020/06/26 09(
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2. To view the details of the batch, click the link for the Batch ID. This will show the details
of the batch.

Completed Requests

5
Tier Specific File(s)
Stocel

w1
W2K160CO\Administrator
2020/06/26 09:05:43 AM
2020/06/26 09:06:13 AM
00:00:01
Processed: 1, Exciuded: 0, Errored: 0
1, Total Size: 3. 46 MB
0, Total Sizxe: 0.00 MB
0, Total Size: 0,00 MB

: 0, Total Sixe: 0.00 MB
0, Total Size: 0.00 MB
0, Total Size: 0.00 MB

3. To view the results of the files being tiered to each of the secondary stores defined in
the storage group, click on the Store Group link.

Completed Requests

Request Type Tier Specific File(s)
25.-W2K16
Sharel
25-W2K16
nr Storel
W2K16DCO\Administrator

"All Stee are shown here in MB umits,

Requests Priority =  Status Sacondary Store Store Type Filas Processed Files Not Changed Files Exciuded Files Errored

Completed  storel

4. To dig further to the request within the specified batch, click the View link.

z DerenDX Copyright © 2@0 DefendXSoftware 14
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Completed Requests

storel

CIFS

Tier Specific File(s)
ste 1

25-W2K16

Share

25-w2x1s6

A If the request type was to tier or recall specific files, then those
names and sizes will appear.

A If the request type was to tier or recall a folder, théreffile grid will not
appear.

5. Navigate to the batch details page (as per step #2 of this section), you can drill into the
Request ID in the file grid, you will be able to view the results of each file on primary
storage. Whether the file was stubbed rftering requests, or restored for recall requests.
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Tier Specific File(s)
Storel

%1
W2ZK16DO\Administrator
2020/07/01 08:22:04 PM
2020/07/07 08:22:10 PM
00:00:01
Processed: 1, Excluded: 0, Errored: @
1, Total Size: 3,57 MB
0, Total Sixe: 0.00 MB
Q, Total Sixe: 0.00 MB
0, Total Size: 0.00 MB
0, Total Size: 0.00 MB
0, Total Sixe: 0.00 MB

Request Status Duration Source Path

4 Completed 25-WZKie 200 01 08:22 0000Y \\25-W2K16\5hare!

Request Detail

Request id: 6184

Reguest Typs Tier Specific File(s)
Completed
W2K16DCO\Administrator
2020/07/07 08:22:04 PM
2020/07/01 08:22:10 PM
00:00-01
\\25.WZK16\Share
Processed: 1, Excluded: 0, Errored: 0
1, Total Size: 3.57 MB
0, Total Size: 0.00 MB
0, Total Size: 0.00 MB

wd: 0, Total Size: 0.00 MB

0, Total Size: 0.00 MB
0, Total Size: 0.00 MB

Flle Name « File Size (KB) Status File Owner

osuda_WinComnector_Throblog 165245 File Tiered, Active Stub) ALNLTIN\AD minestrators

Scheduled Status

This page displays the requests that have been submitted by a Core Tiering Engine (CTE) scan
or a secondary storage deletioihe requests are sorted by the date and time @aze Tiering
Engineor secondary storage deletiomas executed The queued requests allow the user to

drill into and view additional information.

Queued Requests

To view queued requests, perform the following steps:
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1. UnderStatusin the lefthand main menu, clickcheduledStatus>Queued RequestsThe
Queued Scanpage is displayed.

Queued Requests
Note: Refer to the s on the Pimary Stacage Status page, for additsonal status information

Total Requests Queuved: 3

Request Type Submitted By Primary Server Task Server Status 2-Requests Alert

ju} { 54 PM Ties COWVFMadmin lons20 25-W2X16 Preding

2. To view the details of the request, click the link for the Request Time. Thshew the
details of the request and the current status. The Core Tiering Engine divides a scan into
multiple batches. Each batch contains multiplequests, and each request contains
multiple files that will be tiered. By drilling into a Batli, you ca view all the requests for

that batch, and then, by drilling into a RequéBt, you can view all of its files as shown by
the following screen shots.

Queued Requests

Nate: Reder 10 the : i an the Primacy page 101 sdditionsl status Information

Batch ID Bequest Type Request Time Submitted By Primary Server Primary Share Task Server Status

Tier Files 2020/07/01 132154 PM W2K160O\VMadmn isilond20 ifs 25-W2K16 Executing

3. To view the requests within a certain Batch ID, click on the Batch ID link.

Queued Requests

Note: Refer {o the ! tatus, on the Primary Storage Status page. for addihanad status information

Seloct Request 1D ime Submitted By

WZKI6DC\VEMsdmin 2 ending  \\is \DefendX\share1\test [

W FMadmin 2 417 Peniing \\ss X silon_Support\p.

w FMadmin 25 1 \s silon_Suppoet\p.

2020/0 &:31359 PM
REUEEUE [l Sciect All Requests on All Pages

4. To view the requedtletails, click on the RequeHd.
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Request Detail

Request id 6104
I Type Tier Specific File{s)
c W2K16DO\VFMadmin
ted: 2020/07/01 16:31:59 PM
\\isllonB20\ifs\DefendX\share 1\test folder!

File Size (X8) File Owner
161869 WZK16DCAdministrator

Completed Requests

This page displayalthe most recent completed requests. The number of completed requests
that will be displayed is 250 by default. This number is controlled by the
MaxCompletedRequestsToDisplayue found in the web.config file. By clicking the Date Time
Stamp, you can dtiinto and view the results of the request.

To view completed requests, perform the following steps:

1. Under Statusin the lefthand main menu, clickcheduledStatuss=Completed Requests
TheCompleted Requestpage is displayed. The requests are sortedh®ydate and time
the Core Tiering Engine was executed.

oiain oulstanding requests, Refer 1o the Ot

Batch Status  RequestType  Secondary Group

r36 Compioted Tier Files

Campleted Tier Flles

2. The Core Tiering Engine divides a scan into multiple batches. Each batch contains
multiple requests,and each request contains the results of files that were tiered. By drilling
into a BatchID, yu can view all the requests for that batch, and then, by drilling into a
RequestiD, you can view the results of all of its files as shown by the following screen
shots.

3. To view the details of the request, click the link for the Start Time. This wilV she
status for each batch.

Completed Requests

Batch ID ~ Batch States  Request Type  Secondary Growp  Primary Server  Primary Shaey  Taok Serwsr  Submitted By

Completec Tomr Fibes Stored 25-WXX16 Share)

Completec Teer Fidese Sane=)
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4. To view the requests within a certain Batch ID, click on the Batch ID link.
Completed Requests

flatch Id 102
Tier Specific File{s)
Storel

ests 1

W2K16DC\ViMadmin
2020/07/02 11:37:53 AM
2020/07/02 11:38:13 AM
00:00:02
Processed: 1, Excluded: 0, Errored: 0
20, Total Size: 79.40 MB
0, Total Size: 0.00 MB
0, Total Size: 0.00 MB
0, Total Size: 0.00 MB
0, Total Size: 0.00 MB
0, Total Size: 0,00 M8

Reqruest Status

Completed

Request Detail

Request It 15410

Tier Specific File(s)
Completed
W2KI16DCO\VFMadmin
2020/07/02 11:37:53 AM
2020/07/02 11:38:13 AM
00:00:02
\\25-W2K16\Share2
Processed: 1, Excluded: 0, Errored: 0
20, Total Size: 79.40 M8
0, Total Sixe: 0.00 MB
0, Total Size: 0.00 MB

w0, Total Size: 0.00 M8
0, Total Size: 0.00 M3
0, Total Size: 0.00 MD

Flie Size (KB) Status File Owner
or_Thed11b (1)log 485136 ub BUSLTIN\Admvinis

ot _Thed 116 (100 Jog f 6 wred, (Actry ub! BUSLTINVAd manistratoes

6. To view the results of the files being tiered to each of the secondary stores defined in the
storage group, click on the Store Group link.
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NOTE If the request type was to tier specific files, then those file names, size| and
owners will appear. If the request type was to tier a folder, then the file grid willf not
appear.

Completed Requests

Tier Specific Fila(s)
25.w2K16
Primary Share Share2
I5-W2K16
roup: Storel
d By W2K18DC\VFMadmin

2¢' values are shown here in ME unats,

Requests Priorty ~ Status Secondary Store Store Type Fites Processed Files Not Changest Files Excluded Fites Errored

1 Compioted storel Qrs

Completed Requests

fay Store store)
CIFs
Tler Specific File(s)
osts 1
25.waK1ise
Share2
25-W2K16
Storel

1 are shown heve in MB umity

Status Files Processed Files Not Changed

8. Drilling into the Request ID in the file grid, you will be able to view the results of each file
on secondary storage.

Request Detail

15410

store)

CIFs

Tier Specific Flle(s)
Completed
\W\25.W2K16\Share2

20, Total Size: 79.40 MB
0, Total Size: 0.00 M3
0, Total Size: 0.00 MB
0, Total Size: 0.00 MB
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9. Navigate to the batch details page (as per step #4 of this section), you can drill into the
Request ID on this page to view the results of each file on primary storagetaattierthe
file wasstubbed,or a warning or error occurred.

Tier Specific File(s)
Store)
Numbuer of Requests: 289
Submitted By WZK16DC\VFMadmin
Time Submated 2020/06/26 09:46:36 AM
tarted: 2020/06/26 10:43:42 AM
Duratsone 01:23:19
Fokder Counts Processed: 281, Excluded: 0, Errored: 281
3 0, Total Sixe: 0.00 MB
0, Total Size: 0.00 MB
0, Totad Size: 0.00 MB
0, Total Size: 0.00 MB
0, Total Size: 0.00 MB
0, Totad Size: 0.00 MB

Request Status Task Server

im0
Tier Specific Fite(s)
Tuwring frem protecied aparating cpsem faiders & not Mlowed - Thering Flec in pretected opsratiog rptem direcraries is not stlsmsd. WTIUNC\25. WIK1E\CS\Wincuws\servichg\Sescians, The
reguest i not supparted.
W2K160C\ WP Masnin
mect  I020/96/26 094636 AM
2020/96/2% 12,8701 PM
000008
W25 WK VEACH W iasdurms'ser v heing \Sessinn
Protessed | Exchudet O Brrored |
0, Yoal Sice: 0.00 ME
0, Yotal Stze: 0.00 MO
0, Total Size: 0.00 MR

O Tetal Slae: 0.00 MB

0, Yotal Sixe: 0.00 MB
0, Yotal Stve: 0.00 MK
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DefendX MobilityVFMReports Pages

The reports pages provide high level reports on the users and primary sefubis system.

User Reports
This page displays the number of tier requests for each user who submitted requests.

To view this report, perfan the following steps:

1. ClickRequests by Usemnder Reportsin the lefthand main menu. Th&/ser Reportis
displayed.

2. To display more detail, click thesername This page displays the number of requests
for the selected user that were destined forataof the primary servers listed. This page
also displays statistical information for the past 7 days as well as for the month (when the
Monthly Activitytab is selected).

User Tiering Report

ted By WZK16DCO\VFMadmin Twered Files: 100
fequests: S0 Teered Sue: 27.49 MB

Tiering Requests Tiered Files

Daily Activity  Monthly Activity

Number of Tienng Reguests
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NOTE Detailed information is only displayed for tier requests. Recall requests are |not
taken into consideration here.

Primary ServeReports
This page displays the number of tier requests processed by each primary server.

To view this report, perform théllowing steps:

1. ClickRequests by Primary Servemder Reportsin the lefthand main menu.
ThePrimary Server Repoliis displayed.

Requests by Primary Server and Primary Server Assessment

| Prmary Serves ~ | iering Besuests [ iered Fles

2. To display more detail, click the primary server name. This page displays the
number of tier requests for this selected server and each of the users who submitted

requests for it. This page also displays statistical information for the past 7 days as well
as for the month (when th&lonthly Activitytab is selected).
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Primary Server Tiering Report

Primary Se
Teor ng
Submitted By ~
16.52 MB

2749 M0

Daily Activity  Monthly Activity

Number of Tiering Request

NOTE Detailed information is only displayed for tier requests. Recall requests are not
taken into consideration here.

The assessment section provides a quick view into the capacity thddectered on this

a SN S N ¢CKS !'aaSaaySyid NBLER2NI LINPJYARSAE OASga
Ga2zRAFASR 5F0GS¢ 2F GKS FAfSao ¢KS G201t ydzyo
range buckets to allow for easy identification of howich capacity can be archived from this

primary server. The assessment widget also has a dropdown menu that allows for tallying all

the files that are identified as happening after a specific time period.

Primary Server Assessment (2021/01/03 02:00:12 AM)
Modified Date Accessed Date

3 - 6 Months 6 - 9 Months 9 - 12 Months - 2 Years 2 - 7 Years > 7 Years
5263 M8 15578 304.05 M8 . 144.45 MB

017X Files 540 M Files 6 K Files

Storage 157 TB Fles 543 M Storage Savings Tiering Files Older than | 2 Years . 14.54 GB (0.91%) 36
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DefendX MobilityVFMTiering Operations Page

The tiering operations section of the system is where users can configure operational
components of the application that can be used to create the tiering policies. These
components are reusable across policies.

Stub Settings

The StulsSettings allows users to control the type of file stub to leave on the primary server
after files have been tiered. The stubs setting table shows the names, descriptions and counts
of the stub settings. The Server/Share Count is the number of primargrseand/or shares
configured with this stub setting, refer to the Primary File Servers and Share pages for a cross
reference.

Server/Sham Count

New Sub Settings

¢2 ONBIGS | y86 & iNdwoStub Seftithh Y3 (@fyA O1 2y G KS

1. In theName and Descriptiosection, enter a name andescription forthe stub setting.
The name can then be assigned to one or more primary servers.

2. In the CIFS Primary Storage Stub Opticsection, specify the options through which
you want DefendX Mobility VFMo handle files located on primary serve@®@FS shares
when they are tiered.
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CIFS Primary Storage Stub Options

3. In the NFS Primary Storage Stub Options section, specify the options through which you
want DefendX Mobility VFMo handle files located on primary servers NFS exports when
they are tiered.

NOTEMicrosoft Services foNFS must be installed on ti@sk Serverif you want to tier
files from NFS exportscated on EMC VNX/Unity or Generic NAS devices. It is not
necessary for NetApp

NFS Primary Storage Stub Options

UnfandX Mcbity WM™ cs

4. In the Stub Delete options sectiogpecify if you want stubs to be deleted when no
more objects representing the files exist in any secondary stores. This option only applies
to objects deleted by a secondary store deletion policy.

Stub Delata Options |Appscanie for the Secondary Storage Deletion Policles only)

B Cobets it

5. In the Missing Stub Options section, you can indicate how the application will behave

when stub filed N RSf SGSR® ¢KS aAaaiay3a {Gdzm hLIGAZ2Yy
for a primary servewhich is a batch operationlf no options are selected, when a stub file

is deleted from the primary server, the file object(s) on secondary stores will not be
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modified. { St S ORerfoinKti®e foflowing actions if a stub does not ekist OK SO 6 2 E i
enable the Missing Stub options. Once enabled, you can select either:

A Recreate the stub files if a secondary store object still exists OR
A Delete thesecondary store object(s) for that filend set a time frame for that
deletion from the secondary store

Additionally, the Missing Stub Option can be switched from batch processinggpest)
to near realtime operation by selecting the checkbox to perfothe options only for real
time delete events.

NOTEThe realtime option is only available on NetApp storage arrays, EMC VNX, and EMC
Unity arrays

Mismng Stut Options (reder to Secondary Starage Platform Settings)

6. In the DefendX Mobility VFMFile Intranet Websitesection, enter the URL of the
website to which uers are directed when they access a file on primary storage wiaat
tiered and stubbed usingither the URL or HTM stub options. This website allows users an
option to recall files back to primary storage. The URL format is:
ohttp://<server>/NVFMFileIntrapté &

Note: TheDefendX Mobility VFNFile Intranet must be installed on <server>.

DefendX Mobility-VFM File intranet Web Site
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Configuring File Attribute Settings

File attribute settings are used by the Core Tiering Enmimeclude or exclude files thdtave
special attributesThe File attribute settings page displays any configured file attribute setting
groups and allows the creation of new file attribute settings

File Attribute Settings

File Attribute Settings Name ~

New File Attribute Settings

¢2 ONBIFGS I ySg FAfS NewRildN&tribdab&tingt StbdzA y 3> Of A O

1. In the Name and Descriptiorsection, enter a hame and description fibre attribute
settings groupThe name can then be assigned to one or more primary servers.

e attribute settings. Thes name can then be assigne

2. In the File Attribute Options section, specify the options through which you want
DefendX Mobility VFMo include (checked) or exclude (unchecked) in the scan.
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File Attribute Options

DefondX Mobiity-VIM™ can control the files and folders that are allowed 10 be hiered based on thee attributes. Please specify the attribute settings below
File Fize Options
Miniumum free space peeded for recall 1024

Maamum tered file seo 80000
File Attribute Options folder and Share Attribute Options

in hidden shaees

i hudden §

B Tior Winda
BB Tiet 2ero byte file

Configuring File Type Settings

The file type settings allow you to enter a set of file types and to specify whether they are a set
of excluded or included typesThese file typesets can be used in scan and deletion policies to
further identify files that meet the criteria for the specified action.

To configure File Type settings, perform the following steps:

1. UnderTiering Configuratiorin the lefthand main menu, clickile Tye Settings

2. In the File type Settingssection, clickNew File Type Settingsr click the name of an
already existing File Type Settings name to edit these properties.

File Type Settings

File Tyws Scttingt Nams CYE Count Group Count Betention Count Dsttion Coum

Meaw File Typa Sertings
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3. In the Name and Descriptiorsection, enter a name and description for the filge
settings. The name can then be assigned to one or more secondary storage groups as well
as the Core Tiering Engine policiesl secondary storage groups

4. In the File Type Settingsection, enter one or more file types by whiéhefendX
Mobility VFMcan limit the files that can be tiered.

5. Indicate whether the listed file types are a list of excluded or included file types.
File Type Settings

DafendX Mobdity VEM ™ can limit the Nles that can

File Types

CoreTiering Engine

The Core Tiering Engine works in coggion with DefendX Mobility VFNb tier files from one

or more primary servers. As with RCDM, the Core Tiering Engine gives administrators a
method to tier aged files from servers. ThefendX Mobility VFMdminsite and
correspondinglask Servieemustbe configured in order for the Core Tiering Engine to tier

files. Based on the configuration, the engine can scan CIFS shares and NFS exports, identify
files that meet the requirements to be tiered, then issue tier request®ébendX Mobility
VFMAdmin(Administration web site). The correspondihgsk Servicewill process the tier
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requests that have been submitted efendX Mobility VFMs would occur in any standard
DefendX Mobility VFMeployment.

NOTEThe Core Tiering Engine must be installedrenWindows server for which theefendX
Mobility VFMTask Servic@2 Yy G NP f & GKS GASNARAY3I 2F GKS LINAYI N
Tiering Engine schedule and policy, click onGA&ink forthe primary server on the primary
a S NIp&ghdint enabl&cannindor the Core Tiering Engine as well as assign the schedule. A
policy can be assigned to each scan location added.

Scan Policies Page

TheCore Tiering Engine Scan Policai®ws you to ontrol which files will be submitted for

tiering by the Core Tiering Engindhe Scan Policies page displays all the configured scan
policies in the environment and allows the user to create a new policy. These policies can be
applied to a share to defe how files are identified for tieringA scarpolicy can be used in
multiple shares.

Core Tiering Engine Scan Policies

The Coee Ting Engl OhOws Alow you 10 CONRI0

The Servor/Scan Locy 1 15 thie smber Of pomary 100w

CTE Poficy Name = Deacription Sarvst/Scan Location Count
Delwa® tier sear

Delinds sssmasment scan poicy

Naw CTE Sran Palicy

To configurea CTE Scan Policy, perform the following steps:

1. Under Core Tiering Engine Configuration in theheftd main menu, click Scan Policies.

2. In the CoreTiering Engine Scan PoliciegickNew CTE Scan Polioy click the name of
an already existing CTE Scan Policy to edit these properties.

Core Tiering Engine Scan Policies

w Comne Twwnng Engme scan polx (openes

Server/Scan Loaation Count
4

MNew CTE Scon Poscy
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3. In theName and Descriptiosection, enter a name and description for the Scan Policy.
The name can then b&ssigned to one or more primary servers.

4. In the Scan Policysection, specify the criteria by whidbefendX Mobility VFMan

identify which files are tiered by the CTE. Files can be identified for tiering based on

modified, accessed and created datedes-ican also be identified by file size and by
type settings.

file

NOTEDefendX Mobility VFMan control which files are tiered by the Core Tiering Engi

ne.

Files can be identified for tiering based on modified, accessed, and created dates. Files can

also be identified for tiering based on file size by selectingrike all files based on filezsi
onlyoption. Each of the accessed, modified, and creation date settings below can be
specified as either a number of months or a date.
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Scan Policy

Date Settinan

not changed siece the pocted detes .

sl | [moens

DefaultAssessmerfeolicy

Default AssessmentA new default assessment policy will be created during the upgrade
is assigned as the default Core Tiering Engine policy when the primary server is set to a scan
type of assessment.

Note: Any scan policy can be used for assessments. The default assessment policy was created
for convenience.

By default, the Default gsessment policy will scan all files based on file size only. Since the file
size setting is set to zero, all files will be used in the assessment. However, this policy can be
modified to assess files based on date and/or file types as well.
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Encryption

Files tiered by DefendX Mobility VFM can be configured for data at rest encryption.
Encryptions settings for data at rest as well as the master encryption key for the product are

controlled by this section.

EncryptionSettings

The Encryptionétings Page lists any encryption keys that have been configured in DefendX
Mobility VFM and allows for the creation of new keys. Encryption keys are assigned to
secondary data stores to configure data at rest encryption of tiered files

Lary Prtage. - Ascage Cordguteter

Sevendery Stove Connt

ToconfigureEncryption settingsperform the following steps:

1. UnderEncryption Settings;lick New Settingor click the name of an already existing
Encryption Settingo edit these properties

2. In the Name and Descriptiorsection, enter a name and descrigi for the Encryption
settings. The name can then be assigned to one or more secondary storage groups.

Name and Description

esonphion for the Encryption Sethngs. Thes name can then he assgned to Ong OF MO secondary stores

3. In the Encryption Settingsection,Select the checkmark to Encrypt File Data and select
'y 9YONBLIIAZ2Y (1Se GKIFG g1 a yISINS @62 ayTONEAB K 2 )
section.
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Encryption Settings

@ speaty which ophans to usa bolow

Generate Encryption Keys

The Generate Encryption Keys section allows users to create encryption keys to be used in the
Encryption Settings section. The system takes care of storing these encryption keys and
managing tlem if they are changed over time.

Encryption Key Configurations

The Encryption Key Configurations allow you to specfy a set of encryptio oys for obyects on secondary stores. Chck an the configuratian namae to ede the configuration,

Key Configuration Name « Encryption Settings Count

New Koy Configuration

To configureand Encryption Keyerform the following steps:

1. UnderEncryption Key Configurationlick New Key Configuratioar click the name of
an already existingncryption Keyo edit these properties

2. In the Name and Descriptiorsection, enter a name and description for tB&cryption
Key The name can then be assigned to one or nimeryption Settings

Name and Description

3. In the Key Settingssection, Select the encryption algorithm fahe encryption key
Currently the system supports AE38, AE]S92, or AER56.
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Encryption Key Configuration

Select an encryption algorithm then chick the ‘Add’ button below to create a new et of enoyption keys that can be assigned in the Encryption Settings

Key Settings
Enayption Algorithm AES 256

Master Encryption Key

The MasterEncryption key is used by DefendX Mobility VFM to encrypt sensitive configuration
data such as passwords when they are stored in thelthga. The Master Encryption Key

section allows for the backup, recovery, and generation of new Encryption keys. Performing of
these operations is limited to access of the application from the server that is running the
DefendX Mobility VFM Admin. If ger attempts to reach this section from any othecation,

they will see the following message.

Master Encryption Key .50

The functionality on this page may only be accessed while logged into the DefendX Mobility-VEM™ Administration web server.
Please log into the DefendX Mobility-VIM™ Administration web server to access this page.

When logged into the server running the DefendX Mobility VFM Admin component, the user
will see the following options:

Master Encryption Key Sy

Sumerary

\ .
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In this section the user can seldo export the key to a text file. Please ensure that this key
remains in a safe location as it can potentially be used to decrypt the database and reveal the
contents of passwords stored in the system.

The Import section allows an encryption key thas previously exported to be added to the
system tobe able to access encrypted information on the database. This process is sometimes
necessary when a simstallation of the DefendX Mobility VFM Admin has occurred.

Finally, the Modify section allowssers to regenerate an encryption key for the systeffihe

Master Encryption Key should only be replaced when it is necessarwhen the current key

has been compromised)loY2 RA & (KS 1Seéx GKS a9yl ofS az2RAT:
will enable the modification button that will rggenerate the encryption keyAfter modifying

the Master Encryption Key use the 'Export' option above to save it to a file for backup purposes.
Before modifying the Master Encryptidteyi,it is highly recommended to baakp the DefendX

Mobility VFM Administration configuration and stores databases.
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Configuring Primary Storage

A Primary Server is a source file server used to access primary storage. The Core Tiering Engine
willscanthe I Y NBE A SNIISNDa akKlFINBa FyR asStSod GKS ¥
LI2f A0 Qa ONARGSNAIFI® ! aSNE O2yySOlAy3a G2 GKS LIN
and folders for tiering using DefendX Software RCDM.

When a newTask Services installed, the primary server entered during thask Service
installation will be automatically added to the primatyS NJp&gH&ithin 60 seconds after

the Task Servicmstallation is complete. Primary servers that are auatically added will be
O2y ¥TAIdzNBR (2 dzaS (GKS a®&FI dzf ¢ aSO2yRI NE

QX
[N
No

TheNew Primary Servebutton can be used to add additional NAS or generic servers to an
already existing ask Servicmstallation.

TheNew Primary Servebutton can also b used to readd a primary server that was

previously deletedn the DefendX Mobility VFM Admifio undelete a primary server, click the
New Primary Servebutton and type in the name of the primary server and choose the correct
Task ServerYou can alscetect a differenfTask Servenaving the same type if you want to

move the primary server to anoth@rask Server

NOTES:

A TheTask Servicmstaller for a NAS or generic server will prompt for the initial NAS
or generic host name. This host name will antdically be added to the primary
servers, as described above.

A If you want the sam&@ask Servicéo control more than one of the samigpes of
NAS or generic server, then use thew Primary Servdyutton.

To add a new primary server, perform the follogisteps:

1. UnderPrimary Storagen the lefthand main menu, clicRrimary File Servers

2. In thePrimary File Serverdialog box, click th&lew Primary Servebutton.
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Primary File Servers

TR S Termg  OpHoses  Seub Settiege M Aleibutes  Stors Grosg CTt Scasring  CTE Schoduie

3. In the Add New Primary Servedialog box, enter the needed information. This dialog
box enables you to assign the settings for Tiering, Stubbing, Secondary Storage Group to a
primary server
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Add New Primary Server

Enter the fully qualified name of the primary server and assign it to the correct task server (device type). For example, if the primary server you want to add is a Genenic
host, then enter the fully qualified name of that host as the primary server name and select a Task Server (Genenid). If a task server is not found in the drop-down list, then
you must first install it using the DefendX Mobility-VFM™ Task Service for (device type) installer. When the installation is complete, the task server (device type) will appear
in the drop- down list.

Notes: More than one non-Windows primary servers can be assigned to the same task server (device type) after the initial one is installed.

The DefendX Mobility-WVFM™ task service account on the task server may need full permissions to the CIFS shares and/or NFS exports.

Tiering and Secondary Storage Settings
Primary Server
B The Primary Server name represents a File Server in the Cluster

Task Server CLLAPTOP3 (Windows)

Tiering Submission Enabled
Tiering Hours of Operation | Default

+ Allow tiering for shares that have not been configured
M Automatically retier files

Retier files after 1 Days

Stub Settings Default
File Attribute Settings Default

Auto-Recall

+ Enable the file filter for offline events
Secondary Store Group CifsGrp1

DefendX Mobility-VFM Download Location
# Use the 'Default Download Location” UNC path
File Download UNC

Mote: The DefendX Mobility-VFM Fle Intranet, Recovery Portal, and Access Portal web site
applicati sers must be granted read access to this share and the root
folder of this share.

If aTask Serves not found in the drogdown list, then you must first install thEask Service
using theDefendX Mobility VFMask Servictor the applicable primary server type. When the
installation is complete, th@ask Servewill appear in the primary server dredown list.

More than one primary server can be assigned to the sdask Servicas long as th&@ask
Servicehas full permissions to its shares and the primary server is the same type as the
specifiedTask Server

Value Definition
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Primary Server

The name of the primary server you wani
to tier files from. For new primary serverg
being added, you can enter either the ful
gualified name or the NetBIOS name.
When editing, the primary server name
will always display thaéletBIOSiame and
will not be ediable.

The Primary Server name represents a R
Server in the Cluster

This is only applicable for Windows
primary servers. Refer to the Windows
Cluster Server appendix.

Task Server

Select the appropriatdask Servehat

will be used to tier files from the primary
ASNIBSN) RSLISYyRAy3a 2
platform type.

Tiering Submission

Submitting tiering requests can be
enabled or disabled. Primary servers tha
are disabled will continue to process all
pendingtiering requests; however, new
tiering requests will be denied. Recall an
Recovery requests are not affected and
will always be accepted.

Tiering Hours of Operation

Select the name of Bours of operation
settingsthat will control when tieringcan
occur.

VY DerENDX
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Allow tiering for shares that have not
been configured

If checked theralli K S LINA Y I NX
shares will be allowed to have files tiereg
from without being configured separately
If the share does not have an explicit
configuration defined, then the primary
server settings will be used.

If not checked, then only the primary
aSNBSNRa akKlNBa (K
configured will be allowed to have their
files tiered.Therefore tiering can be
restricted to certain shares.

Refer to the section o€onfiguring

Primary Server Shares for more details.

Automatically retier files

This allows for the automatic +ering of
files which have been recalled. The re
tiering will occur after a specified period
of time has elapsed.

Stub Settings

Choose a stub settings name that will
control how a tiered file on primary
storage is wbbed.

File Attribute Settings

Choose a file attribute settings name tha|
will control what types of files on primary
storage can be tiered based on file
attributes.

Auto-Recall section.

Windows: Enable the file filer for offline
events

NetApp:EnableFPolicyfor offline events.

VNX/Unity Enable CEE connector for
offline events.

VY DerENDX
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Secondary Store Group

Select the name of the secondary storag
group, which contains one or more
secondary storage locations, to tier the
LINR Y NBE &ASNBSNDRa 7

Use the Default Download Location UNC
Path

If checked then all file download requests
initiated from the Access Portal, Recovery
Portal or FileIntranet sites will use the
default download location defined in the
Additional Configuratioq Default
Downlaad Locatiompage.

If unchecked, then all file downloads will
be stored in the location specified below.

File Download UNC

If the above checkbox is not checked, the
specify the UNC path to be used to
temporarily store the contents of tiered
files being downloaded from secondary
storage.

Note: The Access Portal, Recovery Porta
and Filelntranet sites application pool
users nust be granted read access to the
share and directories in this UNC path.

Important Notes:

A The following applies tdask Servicefor WindowsONLY.

Primary server name represents a Clustame.

When checked indicates that the primary server name iscthster which

contains the shared resources.

to enter the name of the faibver Task ServeRefer to the appendix for
details on configuring tiering for a Microsoft Windows Cluster environmen

A The followng applies tarask Servicior NetAppONLY.
Enable Pasthrough Read when stubbing with the offline faéribute.

If checked then when a user double clicks on a stubbed file containing the

An additional text box will also appear for|
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offline file attribute, the contents of the file stored in secondary storage wi
be passed through to the user keeping the stub file infaet, without
recalling the file backat primary storagg

If not checked, then when a user double clicks on the stubbed file, the file
secondary storage will be copied back to primary storage overwriting the
stub.

NetApp Cluster Mode Settings require the IP address of the cluster as we
the login credentials for that clusteNote: Leave this section empty for 7
Mode filers.

A The following applies tdask Servicir VNXONLY.

A VNX Control Station Settings: VNX hosts require the IP address of its ¢
station as well as the login credals for that control station.

A The name of the Proxy Server, where the Proxy Service is installed. The
Service is required for AutBecall functionality.

1 The following applies tdask ServiceforNetApp, VNX an@Generic

The optionalSSH settingsan be used to set NFS permissions on UNIX onl
volumes

Editing a Primary Server
To edit an existing primary file server, perform the following steps:

1. UnderPrimary Storagen the lefthand main menu, clicRrimary File Servers

2. In the Primary File Serverdialog box, clickhe Primary Servername of the primary
server that you want to edit.
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Primary File Servers

3. In the Edit Existing Primary Servelialog box, enter the changes/updates to the server
information and then click theJpdate button. Please refer to theddd a New Primary
Serversection.

Edit Bxisting Primary Server

Dretend ¥ MobELy VIiM™

Tiaring aret Secendery S2ersoe Settings
25-WKG

arws than hawe sert Bwen cordgurm

Dedaus
Dotaur

o

DefendX Mokility. VIM Duwniosd Losation
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NOTE:
To remove a primargerver

A If the correspondin@ask Servickas more than one primary sesr assigned
to it, then you can remove one of its primary servers by clicking oib#iete
button in the Edit Existing Primary Servelialog box.

A If the correspondingrask Servicenly has one primary server assigned t
and you want to remove that pnary server then:

A Uninstall theDefendX Mobility VFMask Servicgrst.

A Click the Delete button in thEdit Existing Primary Serveiialog box.

Configuring Primary Server Shares

One or more shares and exports for a primary server can be configured with separate tiering
options, stub and schedule settings and secondary storage group than the settings defined for
the primary server itself.

NOTE:

After a new primary server has beadded, it may take several minutes for the shares to be
populated; however, if the shares or exports continue to not display on this page, then the

Task Serviea f 23AYy | 002dzyd Yl e y20lRNEF A dgbhdy (§ ZINE S
or the account des have the proper permissions to the NAS device.

To configure one or more primary file server shares, perform the following steps:

1. UnderPrimary Storagen the lefthand main menu, clicRrimary File Servers

2. In the Primary File Serverslialog box,click Edit Sharedor the primary server name
that you want to edit.

3. ThePrimary File Server Sharesalog box will be displayed.
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Primary File Server Shares

Field

Description

Filter Shares text box and button

Used to display share names using a W
card. This is useful when there are
thousands of shares defined on the
primary server.

Share Name column

Displays the name of the CIFS share 0
NFS export.

Share Type column

Indicates if theshare nameas CIFS or NF

Share Path column

{K2ga /LC{ &Kl NBQi
path.

Tiering column

Indicates whether the share is using th
primary servessettings,or it has been
explicitly configured with its own
settings.
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Enabled \ia Allowed)

Indicates the share is using the primary
server settings and thAallows tiering for
shares that have not been configured
checkbox is checked.

Disabled yia Allowed)

Indicates the share is using the primary
server settings and thallows tiering for
shares that have not been configured
checkbox is not checked.

Enabled\ia Share) Indicates the share has been explicitly
configured with its own settings and its
Tiersetting is set to enabled.

Disabled yia Share) Indicates the share has been explicitly

configured with its own settings and its
Tiersetting is set to disabled.

Stub and Schedule Settings column

Displays the name of this setting for
shares that have been explicitly
configured.

Secondary Store Group column

Displays the name of this setting for
shares that have been explicitly
configured.

Configure Shares button

Allows you to select one or more share
to explicitly configure. The Primary Shs
Detail page will be displayed whehis

button is pressed.

Refresh Page button

Redisplaysillthe shares. This is used in
conjunction with theRefresh Shares
button.
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Refresh Shares button

This sends a message to thask Servicg
instructing it to reload all shares for thig
primary server into the database. The
button will become disabled after
pressing it. Use thRefresh Pagbutton
to redisplay the page from the shares i
the database. After pressing Refresh
Page, the Refreshh&res button will
become enabled again.

Note: Allow several minutes for thEask
Serviceo re-populate the shares into
the database. You can continue to preg
the Refresh Page button until the sharg
you are expecting to be shown appear.
The Refresh Shes button is useful for
when new shares are created on the
primary server and you want them to
appear within a short period of time.

Add to CTE Scan button

Allows you to select one or more share
to be included in a Core Tiering Engine
(CTE) scan. Addj shares to the CTE
from this menu will cause the CTE to
scan the entire share. If you wish to scq
certain directories within @hare then

you must use the primary file server

settings page to add the paths to CTE.

Scan Policy drop down

Used in conjunction with th&dd to CTE
Scanbutton. The selected shares being
added to CTE will be assigned to the G
Scan Policy selected in the drop down.
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4. Click theConfigure Sharebutton.

5. On thePrimary Share Deta#ecion, specify the configuration details.
Primary Share Detail
Conlg fion foe Share: Sharet

Tiering and Scecondary Storage Scttings

Configuration i Use Server Sottings

The tabular form outlined below displays the Configuration Options

Field Description

Use Server Settings Allows the shares to inherit their
settings from the primary server
settings. If the primary server settin
that Allows tiering for shares that
have not been configured not
checked, then tiering files from theg
shares will not be allowed.
Therefore sdecting toUse Server
Settingsoption unconfigures the
share and resets it to use the
primary server setting.

Use Share Settings Allows you to explicitly configure thy
selected shares with its own set of
tiering options forTiering Stub and
Schedule $engs and Secondary
Store GroupUsing this option gives
you the capability of tiering files
located on different shares to
different secondary stores.
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Canfiguring CTE
To configure one or more primary file server shares, perform the following steps:

1. UnderPrimary Storagen the lefthand main menu, clicRrimary File Servers

2. In the Primary File Serverdialog box, cliclEdit CTHor the primary server name that
you want to edit.

3. ThePrimary File Scan Settingisalog box will be displayed.

Primary File Server Scan Settings

Yier and Sync Scan  Assessment Scan

res you must fust 3l 0 £ 2 scanning schedule as well a5 the hours you want to allow scanming to

scan all pomary <

<" scan at the same time
' type can be used sze and number of files that would be tiered as if 4 “Tier” scan type was chosen

A “Recall” will search for stubs and submet stubs for recall

Note: To immediately initiate a scan, outside of its schedule, yvou can press the Run Now button, The scan will stant within 5 minutes

Core Tiering Engine Setfings

~ Disabled '
Scan Schedule | Dally Schedule '

Scan Hours of Opecation | ALL Hours

scan All Locations
Scan Specific Locations

Core Tiering Engine w

sde L ocateon ¢

< o 0 When ¢
| Access 12 months .

nclude Share/Export | I CFS Include Location
Optional Sub-folder l

Listof S

Mangally Launch Core Tiering Engine

N

4. Switchtothed ! a & S a tabrtSopniigure assessment scans.
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Primary File Server Scan Settings

Tier and Sync Scan  Assessment Scan

sgure scanning of shares 1152 first enable scanning and optionally ¢ scanning schedule as well as the hours you want to allow
You can then select to scan all primary server shares or select to scan spe

Note: To immediately initiate a scan, outside of #ts schedule, you can press the Run Now button. The scan will stact withan S minutes

Core Tiering Engine Scttings

uded below, unng the selected Scan Policy

@ Scan Specdic Locations

Manually Launch Core Ticring Engine

e Scan
DU can

to use

a wdzy

Notes

1 Scanning must be Enabled to perform an assessment and to be able to change tf
Type.

1 TheDefault Assessment Scan Policy will be automatically selected. However, Y«
change it to use any scan policy.

1 Scan All Locations will be automatically selected. However, you can change it
Scan Specific Locations too.

1 You can either set a Scarh8dule, to perform an assessment at a later time, or set it to
Gb20 { OKSRdzZ SR¢ IyR aAyLie LINBaa GKS
5 minutes).

T a2y A02NI 0KS / 2NB ¢ASNAYy3I LYBAYENRAEASARANSIE
page.

1 Whenthe assessment is complete then change the Scan Type and Scan Schedule.
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The Core Tiering Engine (CTE) Settings

The DefendX Software Core Tiering Engine must be installed on the same serveraskthe
Serverdefined above.

To enable the CTE to scan specified primary server, the CTE must be sedrtabledand a
Scan Policy and Scan Locations must be defined. The Scan Schedule is optional if you do not
want CTE to scan based on a schedule.

CTE can be configured to scan all CIFS shares and/or akpdf& that are found on the
primary server by selecting tigcan All Locatiomadio button.

If you want CTE to scan specific locations then select that radio button, enter a Scan Location
along with a policy and press tiAaldbutton.

Field Description

Format of the Scan Location GsharenamelJr G K¢ B KSyYy (F
want to scan is a CIFS share located on
primary server. The primary server name
is not included with the scan location. Th
ALJ GKE Aa 2LINOA2Y I €
limit the scan to specific paths on the
share.

Format of the Export Location GSEMANIKE 6KSYy (GKS

to scan is an NFS export. The primary

server name is not included with the sca
f 20 0AQYF D KEKS aa 2 LI
be used to limithe scan to specific paths
on the export. For example, if a location
Gk @2t k@2ftué Aa Sy
Avoh@2t He gAff 0SS &ad
and path names are case sensitive.

NOTES:

A Microsoft Services for NFS must be installed on the sseneer that the CTE
engine is installed if you want to scan NFS exgodated on EMC VNX/Unit
or Generic NAS devicdsis not needed for NetApgevices

A Once you havexddedspecific locations, a grid will appear displaying th(
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locations for which yo will then have an option to remove them.

A Pressing theRun Nowbutton to manually launch the CTE will trigger a s
within 5 minutes after pressing the button. You can view Bramary File
Servers Statupage to see its progress. Thin Nowbutton will become
disabled and will remain disabled until the CTE status becddieas shown
on the Primary File Servers Status page. This is to prevent multiple inst
of the CTE from being executed.

A If you chose to enable th8imulate Tieringption, then theCTE will scan th
locations but will not send tiering notifications to tli®efendX Mobility VFM
Admin web site. Instead, it will log the total number of files and the total
of the files that meet the criteria for tiering. The log file will be locatethe
/] ¢9Qa AyaildlttlraArazy F2t RSN

A Tier and Stub Sync: Performs a tiering and stub sync scan at the same t

A Stub Sync: Updates the database with the location of all stubs that
moved to new locations.

A Recalk Performs a mass recall of all stubsile

Task Server

Use this page to push install névask Serviceand Core Tiering Engines or to update one or
more older versions of them

A list of existingrask Serve; where one or mordask Servigeare currently installed, will be
displayed on this page and will include a checkbox in the first column to give you the capability
of selecting multiplérask Serverto update at once. Simply select eddsk Serveand press

GKS &! LIRIGS 9EA&AGAY3AE odzitGzy
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TheTask Servarpage provides the following details ®ask Serverinstalled in the
environment:

Task ServerThe name of the Windows server where fhask Serviceis installed.

Mobility Versior: The current version of th€ask Service

Device Type The type ofTask Servicenstalled,i.e., Windows, NetApp, VNX, Unity,

Generic

Install Status The status of the push install that was last run.

Install Typer LY RAOI 1S& 6KSGKBNI ARV &) BRFEIBOHOGE Ay
Last Installed The date of when the last push install was run.

Last TS ResulThe result of thdask Servicea f I a0 LJzaK Ayadlftft o

Last CTEResMIt ¢ KS NXadzZ & 2F GKS /2NB ¢ASNAYy3I 9y 3

To To T o o I Do Ix

I £ A O] VighiDetai/ FHitReNthel ast TS Result or the Last CTE Result will display
additional information as seen below.

Request Detail

DEFX-PRE-FS02
= Core Tiering Engine
82.0.1280

Update
Cancelled

ge  Cancellation requested by Mobility- VIM Administration website
2020/06/03 02:02:33

estslt XML Fide
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/ £ A O1 A yDbwrdogd RéskiSXMtiFle g A f f RAALI | &8 G K Sthel Ol dzl ¢

DefendXMobility VFMAdminaswell as messages and errors thagne added to it by the
product installer service. This is normally used to help with debugging issues.

If you want to install &ask Servicand Core Tiering Engine on a new Taskvicethen press
0KS aLyaidltf bSgé¢ odzilizyd

Install New Task Service {T‘i

fnstall New Yook Secvice

1 Toerung Erpome iratad

Lk thes bl e bust e wlart 1hw Seiall precom,

1. Add the information for the server fully qualified domain name.

2. Select the type of system thisask Serviceill be used to tier and recall files from. The
options are Windows, EMC Unity, EMC VNX, Generic, éplet

3. Add the credentials for the service account that will be runningftask Service

4. Optionally, change the location of the installation path for thesk Servicand Core
Tiering Engine.

ConfiguringSecondary Storage

A secondanystorageSectioncontains the location and connection settings used to store the
files that have been tiered.
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